
Barbaricum LLC 

https://barbaricum.com/ 

SIGINT / Cyber Discovery Analyst 

Fort Belvoir, VA 

$100,000 

POC: Daniel Edwards: Daniel.edwards@barbaricum.com  

 

SIGINT Cyber Discovery Analyst/Reporter 

Fort Belvoir, VA 
 

COMPANY DESCRIPTION 
 

Barbaricum provides consulting services related to strategic communications, analysis, 

intelligence and energy.  

 

Founded in 2008 and headquartered in Washington, D.C., Barbaricum is a Service-

Disabled Veteran-Owned Small Business, dedicated to advancing national security 

interests by providing strategic communications, analysis and energy counsel for senior 

leaders in our nation's public sector. Barbaricum is a high energy, hands on, consulting 

practice that delivers cutting-edge strategies and technologies to solve the challenging 

problems of their customers.  

 

Over the past eight years, Barbaricum has had great success in meeting the operational 

and strategic needs of our clients. Inc. magazine recently named Barbaricum as the 7th 

fastest growing company in Washington, DC for 2013 (#322 on the national Inc. 500 list) 

as well as being named the 2013 SmartCEO GovStar award for Government contracting 

and SmartCEO’s 2013 Future 50 Firms. This marked success is due in large part to the 

unique approach we take to government services, and our commitment to balanced 

innovation and creative solutions for clients.  

  

POSITION DESCRIPTION 
Barbaricum seeks a SIGINT Cyber Discovery Analyst to: 

 Provide expert analysis and reporting in response to time sensitive requirements for 

support to Army and Intelligence community customers 

 Prepare analytical products and reports in response to requests for information 

 Work effectively as a member of a diverse team, giving and receiving effective feedback 

 Prepare and conduct briefings on ongoing analysis and product development 

 Participate in reviews and assessments of current intelligence tools, processes, tactics, 

techniques, and procedures. 

 Conduct data manipulation and research across multiple databases. 

 Conduct deep-packet analysis to determine anomalous and malicious network behavior 

 Analyze network intrusions and create network defense signatures. 

 Perform basic malware analysis and report findings 

mailto:Daniel.edwards@barbaricum.com


 Participate in tool development across the intelligence 

 Strong understanding and application of computer networking and telecommunication 

architecture, the OSI model, communication protocols, and  common hacker TTPs 

 Familiarity with malware analysis/triage 

 Strong understanding and application of computer network-based research, analysis, and 

Intrusion Detection Systems. 

 Training and Experience with necessary SIGINT tools and databases 

 Capable of protocol and network traffic analytic tool development 

 Ability to identify the difference between anomalous and malicious network activity. 

 Analyze network intrusions in order to create network defense signatures 

  

QUALIFICATIONS 

 TS/SCI Clearance 

 8-12 years of analytic and/or reporting experience for the specific work roles and ability 

to provide assistance to other team analysts 

 BS degree or related military training and experience in SIGINT analysis and production 

at the tactical and/or strategic level 

 

**CANDIDATES ARE ENCOURAGED TO APPLY AT THE FOLLOWING 

LINK OR DIRECTLY WITH AN EMAIL TO DANIEL EDWARDS: 

http://barbaricum.force.com/careers/ts2__JobDetails?jobId=a0x31000006BK8GAA

W&tSource= 

 


